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National Judicial Academy 

SE-06: Cybercrime Workshop Pilot (1)  

07th – 08th October, 2023 

 

Programme Coordinator :  Ms. Nitika Jain and Mr. Prasidh Raj Singh 

No. of Participants  :  23 

No. of forms received    :  23 

 

I.    OVERALL 

PROPOSITION To a great extent  

(%) 

To some extent  

(%) 

Not at all  

(%) 

Remarks 

a. The objective of 

the programme 

was clear to me 
95.65 4.35 - 

1. Very specifically. 

19. Very good.  

20. Very good.  

b. The subject 

matter of the 

programme is 

useful and 

relevant to my 

work  

82.61 17.39 - 
1. Its very relevant & useful. 

19. Very good. 

20. Very good. 

c. Overall, I got 

benefited from 

attending this 

programme  86.96 13.04 - 

1. To a great extent.  

12. The intricacies in cyber 

law are explained very well. 

18. Topics of digital, 

forensic, Admissibility of 

electronic evidence. Data 

breach etc.    

19. Very good.    

20. Very good. 

d. I will use the new 

learning, skills, 

ideas and 

knowledge in my 

work 

78.26 21.74 - 
1. I would certainly go with 

broadened perspective.  

e. Adequate time 

and opportunity 

was provided to 

participants to 

share experiences 

100.00 - - 

1. Duration of workshop can 

be extended for a week at 

least.  

18. Tenure of training of this 

nature and at least be one 

week.  

II.    KNOWLEDGE 

PROPOSITION To a great extent  

(%) 

To some extent  

(%) 

Not at all  

(%) 

Remarks 

The programme provided knowledge (or provided links / references to knowledge) which is: 

a. Useful to my 

work 
73.91 26.09 - 1. All of day to day use.  

b. Comprehensive 

(relevant case 

laws, national 

laws, leading text 

/ articles / 

comments by 

jurists) 

91.30 8.70 - - 
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c. Up to date 85.71 14.29 - - 

d. Related to 

Constitutional 

Vision of Justice  

73.91 26.09 - 1. To a great extent.  

e. Related to 

International 

Legal Norms  

52.17 47.83 - 
1. Some more information 

could have been 

disseminated.  

III.  STRUCTURE OF THE PROGRAMME 

PROPOSITION Good  

(%) 

Satisfactory  

(%) 

Unsatisfactory  

(%) 

Remarks 

a. The structure and 

sequence of the 

programme was 

logical 

100.00 - - - 

b. The programme was an adequate combination of the following 

methodologies viz.  

 

(i) Group discussion 

cleared many doubts 
86.36 13.64 - - 

(ii) Case studies were 
relevant 

81.82 18.18 - - 

(iii) Interactive sessions 

were fruitful 
91.30 8.70 - - 

(iv) Simulation Exercises 

were valuable  
86.36 13.64 - - 

(v) Audio Visual Aids 
were beneficial 

80.95 19.05 - 

18. Technologically 

demonstration may be 

employed to explain the 

topics.   

 

IV SESSIONS WISE VETTING 

Parameters 

Session 

Discussions in individual sessions were 

effectively organized 

The Session theme was adequately 

addressed by the Resource Persons 

Effective and Useful 

(%) 

Satisfactory 

(%) 

Effective and 

Useful 

(%) 

Satisfactory 

(%) 

1 91.30 8.70 100.00 - 

2 82.61 17.39 93.33 6.67 

3 86.96 13.04 86.67 13.33 

4 86.96 13.04 86.67 13.33 

5 86.96 13.04 93.33 6.67 

6 91.30 8.70 100.00 - 

7 95.65 4.35 100.00 - 

V.  PROGRAMME MATERIALS 



3 

 

PROPOSITION To a great extent  

(%) 

To some extent  

(%) 

Not at all 

(%)  

Remarks 

a.  The Programme 

material is useful 

and relevant 

86.96 13.04 - - 

b. The content was 

updated.  It 

reflected recent 

case laws/ current 

thinking/ 

research/ policy 

in the discussed 

area 

78.26 21.74 - - 

c. The content was 

organized and 

easy to follow 

82.61 17.39 - - 

 

VIII.     GENERAL SUGGESTIONS 

1. Three most important 

learning 

achievements of this 

Programme  

1. Got opportunity to learn about to understand present scenario & challenges of 

cyber-crime & needs for its security.  

2. 1. This workshop will help & to the judicial officer for day to day function. 2. 

Learnt about electronic evidence. 3. How to secure data of court. 

3. 1. This programme has given the sense that cyber-crime is a serious issue at first.  

2. It will help me at work place. 3. I got the idea about the technicalities. 

4. Knew the importance of cyber-crime will able to use in daily work. 

5. 1. Scope of cyber-crime. 2. Type of cyber-crime. 3. What is expected form judges. 

6. 1. It creates awareness about cyber-crime. 2. Update about the latest development 

on cyber-crime. 3. Judgement/ discussion useful. 

7. 1. Importance of protecting your digital space. 2. Seriousness of cyber-crime. 3. 

Contemporary developments in the context of court. 

8. Very informative, will be useful while adjudicating the matter relating to cyber-

crime. 

9. Session 1: Overview of cybercrime; Session 4: Admissibility of Electronic 

Evidence and Session 5: Trial Management- were very gripping, interesting & 

informative.    

10. 1. Impact of cyber-crime on individuals and business. 2. Strategy and presenting 

cyber-attack. 3. Cyber forensic.     

12. 1. Learnt about various kinds of cyber-crimes and helps to prevent them. 2. 

Earned knowledge about electronic evidence. 3. Learnt how to conduct proper trial 

of cyber-crime.  

14. Different type of cyber-crime. Transnational issue involved in a trial. 

Admissibility of the electronic evidence. 

15. 1. Required to be done. 2. Where I am lacking. 3. I have to prepare a lot for 

future. 

16. 1. Overview of cyber-crime. 2. Electronic evidence. 

17. Got a good knowledge about cyber-crime cyber forensic and emerging issues. 

18. 1. Overview of cyber-crime. 2. Cyber security. 3. Digital forensic & electronic 

evidence. 
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21. We learnt very much about this current issue which is alarming to all in current 

future.  

22. 1. Useful & valuable knowledge. 2. Presentation is good & simple manner. 3. 

Very good at all. 

23. Use the knowledge to my court work.                          

2. Which part of the 

Programme did you 

find most useful and 

why  

1. Discussion about admissibility of electronic evidence collection & preservation 

thereof.  

2. All the sessions were excellent and most useful while disposing day to day judicial 

functions. 

3. Each part of the programme was most useful. 

4. Jurisdiction and admissibility of evidence. 

5. Trial management. 

6. All the parts of programme useful. 

8. Every topic was useful. 

9. Session 1: Overview of cybercrime; Session 4: Admissibility of Electronic 

Evidence and Session 5: Trial Management- were very gripping, interesting & 

informative.    

10. Cyber forensic, cyber security. It will help in dealing with trials of cyber-crimes. 

11. Admissibility of electronic evidence. 

12. Each part of the programme is planned very well and pertains to the emerging 

trends in cyber-crimes. 

14. Emerging issue by Justice Anoop Chitkara. 

15. Over view of cybercrime because it my mind to cybercrime control. 

16. Overview of cyber-crime & electronic evidence. 

17. All the sessions were very useful. 

18. Artificial intelligence and allied fields opened up the mind to visualize the 

potential threats. 

21. Specially the matter which are just relevant to judges day to day work were most 

useful. 

22. Cyber-crime & use of electronic evidence. 

23. Emerging issue.               

3. Does the 

programme need 

further modulations 

or change 

1. More content could be shared as actual experiences & latest case laws.  

2. Well designed.  

4. Need to extend period of workshop at least three to four days are needed.   

7. The programme could be less repetitive. Some topics were repeated, though in a 

useful manner. 

9. Ongoing investigation/ trial case study from abroad giving facts and its outcome 

could have given us more clarity on how things are being tackled there. 

11. More practical based programme is needed. 

12. The programme is well designed. 

14. Programme was relevant to the topic. Brief and concise towards the emerging 

issue of cyber-crime. 

16. There must be lecture of some I.T. expert. 
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17. Programme schedule can be extends for one more day. 

18. Tenure of this training programme may be in created for at least one week. 

Assistance of technology demonstration may be implemented.   

21. Some experts of in the field of information technology may also be called trainer 

by districts or within the district Bhopal of MP. 

22. For making it more effective problem during day to day working should include. 

23. More expert might be called as resource persons.           

4. Kindly make any 

suggestions you may 

have on how NJA 

may serve you better 

and make its 

programmes more 

effective 

1. Everything was very well arranged & organized excellent arrangements made. No 

suggestions.   

3. Kindly increase the period for at least one days. 

4. It’s a very nice experience. 

5. Collaboration/ Classes by cyber/ technical persons. 

11. May prepare programme based on practical difficulties. Focus on day to day 

being faced.  

12. More programme may be conduce on various laws. 

14. Collaboration with the premier engineering colleges and multinational 

companies to understand the practical threat in cyber sphere.    

15. Highly appreciate if agenda of programme is given at least a week prior.  

16. There must be workshop on every important topic. 

18. 1. Increase the lecture of training programme. 2. Employ technological 

demonstration into the topics of training programme. 

21. It was my first arriving/ workshop at NJA. I enjoyed. The learning process used 

by NJA team. Some eminent experts of the subject may be called.        

22. Provide all material in hard copy or soft copy. 

 

 


